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Scalable Solution to Securely Access Local Resources via Web Browser

Talisen’s Secure Enterprise Gateway is readily accessible, centralized web interface for access to business applications
residing on the corporate intranet. The Gateway provides a lightweight, yet highly scalable solution for both large

and small businesses. The following are some of the key features.

AUTHENTICATION & AUTHORIZATION
End-to-End Identity Management Across the
Enterprise

Improve security of key information assets by
enforcing authorization and access control policies
across communities, application and services on a
global basis. Repository for storing and managing
identity profiles, access privileges, and application
and network resource information.

INTEGRATED WEB PORTAL
Single Point of Entry

Anytime, anywhere access capabilities to user
communities, delivering personalization, security
and integration. Access into internal applications
and data stores via single point-of-entry for mobile/
remote employees, business partners, suppliers and
clients. Logical layout of resources, user-defined
display and contest subscription service.

ACCOUNT MANAGEMENT

Administrative Tools

Full suite of administrative tools to provide
centralized, authoritative account management
operation. Help Desk Service Offering provides user
account and password administration.
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COLLABORATION SERVICES
Secure Exchange of Information

Enable the secure interchange of information among
diverse users communities, accelerating enterprise
decision making, and taking productivity to the
next level. Specific capabilities include messaging,
real-time collaboration, calendaring, document
management, scheduling and secure file transfer.

MONITORING SERVICES

Visibility to Client

Providing robust monitoring for high availability
requirements. Visibility to client and 24-hour
monitoring services through detailed, real-time
messaging, self-monitoring, as well as remote,
advanced logging capabilities for critical and non-
critical alerts.
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— SECURITY

The Gateway’s integrated Identity and Access Management (IAM) provides authentication, access control and secure
data delivery mechanisms; security and integrity in data and application delivery are ensured.
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— FLEXIBILITY

The system provides an easily configurable portal environment with the security of a private network and the ease
and flexibility of the Internet. This allows enterprises to rapidly realize the benefits of a secure extranet.

Partners, vendors, suppliers and customers can securely access authorized resources such as network file servers,
remote desktops, email, web applications, through any standard web browser. The portal interface can be customized

easily to provide role-based access to applications for security purposes and yet, accommodate a great deal of
customization for the individual user.

AUTHENTICATION, CUSTOMIZABLE CENTRALIZED ANYTIME /
AUTHORIZATION & LOOK INFORMATION ANYWHERE
ACCESS CONTROL AND FEEL DISPLAY ACCESS
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access to real-time
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Customizable user
interface to the end
user. Configure portal

Access to
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Centralized and
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For more information, go to https://www.mysuppliernet.com
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